A Look At The 1st Criminal 'Spoofing' Prosecution: Part 1

On April 16, 2015, U.S. District Judge Harry D. Leinenweber in Chicago ruled, in the first criminal case of its kind, that the “spoofing” statute was not unconstitutionally vague, and that the spoofing and fraud indictment against futures trader Michael Coscia would not be dismissed.[1] In Part 1 of this article, we examine what guidance can be gleaned from what futures regulators have said about spoofing and what they have charged as spoofing. We focus on futures markets because the Coscia case and the Dodd-Frank statutory provision at issue there involve the futures markets, but enforcement actions concerning similar trading conduct in securities markets is discussed as context. Then we break down the allegations in the Coscia case, the legal arguments he made in his motion to dismiss his indictment, and the government’s response.

In Part 2 of the article, we will examine the court’s ruling, and discuss spoofing-type conduct in the context of practical guidance to traders about trade cancellation, and about avoiding and defending against exchange and government investigations. Under what circumstances will canceling a trade be considered a regulatory violation or, worse yet, a crime? The answer to that question is not always clear, but is important to futures traders because standard setters and rule enforcers are locked in on the issue.

Market Integrity

One of the most important functions of (and basic justifications for) futures markets is that they provide “price discovery” by furnishing commodity producers and users a reference point for their pricing in physical cash markets.[2] Congress has stated that futures trades “are affected with a national public interest by providing a means for managing and assuming price risks, discovering prices, or disseminating pricing information through trading in liquid, fair and financially secure trading facilities.”[3] It is the purpose of the Commodity Exchange Act to foster these public interests and to “deter and prevent price manipulation or any other disruptions to market integrity, to ensure the financial integrity of futures trades, and to protect market participants from fraudulent or abusive sales tactics.”[4]

The mission of the Commodity Futures Trading Commission is to “foster open, transparent, competitive,
financially sound markets, to avoid systemic risk, and to protect the market users and their funds, customers, and the public from fraud, manipulation, and abusive practices related to derivatives and other products that are subject to the Commodity Exchange Act.”[5] The CFTC in turn requires futures exchanges to enact, monitor, and enforce compliance with rules prohibiting abusive trade practices, and promoting fair and equitable trading.[6]

High-frequency trading is not and should not be illegal. The mere cancellation of trades is not spoofing, and is not illegal. Active traders provide liquidity and efficiencies that generally are good for the market. And there is nothing wrong with making a profit. Most traders want markets to be fair, orderly, and free of deception.[7] Of course, traders also want clear standards of liability. But the futures regulators (and in certain circumstances the U.S. Department of Justice) will tend to view trades placed with intent that the trades not be executed to be misleading, deceptive and disruptive to the core functions of futures markets.

The Runup: Trade Cancellation Enforcement Pre-Dodd-Frank

U.S. securities regulators have been investigating alleged securities market spoofing since at least early 2000,[8] and the SEC has been filing securities spoofing cases both in federal court and in its internal administrative tribunal since at least 2001.[9] The SEC has sued alleged spoofers under the anti-fraud prohibitions found in Section 10(b) of the Securities Exchange Act of 1934, SEC Rule 10b-5, and Section 17(a) of the Securities Act of 1933.[10] These cases have been resolved by settlements, and the application of the laws to trade cancellation has not been adjudicated by a court.[11] New CFTC Regulation 180.1 was modeled on SEC Rule 10b-5, and took effect on Aug. 15, 2011.[12] The CFTC may view its new anti-manipulation Regulation 180.1 as a viable alternative tool with which to charge alleged spoofing activity as fraud. On Dec. 3, 2007, the London Stock Exchange issued a notice concerning a trader who was involved in:

Layering of the order book, in which multiple orders were submitted at different prices on one side of the order book; or

Large orders were entered at a price away from the touch and then rapidly removed from one side of the book; and

The client’s true intention was to trade in the opposite direction from the orders it had input.[13]

The exchange noted that, “These actions may have created an impression of liquidity that could have misled the market.”[14]

In August 2009, the U.K. Financial Services Authority issued a newsletter containing an article called Manipulation of the order book — ‘layering or spoofing.’[15] After describing the trading strategy in the same manner as the London Stock Exchange notice above, the FSA stated, “This behavior may give a false or misleading impression about the supply and demand for securities,” and that such behavior could constitute market abuse under the Financial Services and Markets Act.[16]

Prior to the enactment of the Dodd-Frank spoofing provision in 2010, the CFTC had not charged any trader for engaging in conduct that the CFTC called “spoofing,” though it had filed and settled actions against entities for alleged wrongdoing based on trade cancellations.[17] Those cases were based on pre-Dodd-Frank conduct but were filed post-Dodd-Frank.
On Dec. 4, 2012, the CFTC filed a complaint in the U.S. District Court for the Southern District of New York, alleging that Eric Moncada attempted to manipulate the price of wheat futures by engaging in spoofing-type conduct in 2009, prior to Dodd-Frank.[18] Though the CFTC did not characterize the trading conduct as spoofing in the 2012 complaint, the agency later used that word in subsequent Moncada pleadings that were filed after the CFTC had filed its Coscia case in July 2013.[19] In July 2014, the court granted in part, and denied in part, the CFTC’s motion for summary judgment,[20] and Moncada settled the case in October 2014.[21]

**Dodd-Frank Spoofing Prohibition**

On July 21, 2010, President Barack Obama signed the Dodd-Frank Wall Street Reform and Customer Protection Act, and the law became effective in July 2011. In Section 747 of the Dodd-Frank Act, Congress amended the Commodity Exchange Act to prohibit three particular disruptive trading practices — making it unlawful for any person to engage in any trading, practice, or conduct on or subject to the rules of a CFTC-registered entity that:

(A) violates bids or offers;

(B) demonstrates intentional or reckless disregard for the orderly execution of transactions during the closing period; or

(C) is, or is of the character of, or is commonly known to the trade as “spoofing” (bidding or offering with the intent to cancel the bid or offer before execution).[22]

Thus, Dodd-Frank transformed spoofing practices into an explicit violation of the Commodity Exchange Act. We leave for another day detailed examinations of violative bids and offers, and disorderly trading during the closing period. This article is about spoofing.

The definition of spoofing appears in 14 words in the statute itself — “bidding or offering with the intent to cancel the bid or offer before execution.” But the CFTC has acknowledged that spoofing is more complicated than that. On Nov. 2, 2010, before Dodd-Frank went into effect, the CFTC issued an advance notice of proposed rule-making (ANPR) and request for comments, asking market participants to address 19 questions, including these three:

(1) How should the Commission distinguish "spoofing," as articulated in paragraph (C), from legitimate trading activity where an individual enters an order larger than necessary with the intention to cancel part of the order to ensure that his or her order is filled?

(2) Does partial fill of an order or series of orders necessarily exempt that activity from being defined as "spoofing"?

(3) Are there ways to more clearly distinguish the practice of spoofing from the submission, modification, and cancelation of orders that may occur in the normal course of business?[23]

On Dec. 2, 2010, the CFTC held a full-day roundtable discussion with interested parties on its ANPR. On March 18, 2011, the CFTC issued a proposed interpretive order concerning the three enumerated disruptive trading practices, noting that it had received 28 comments from interested parties as a result of the previous ANPR.[24] In the proposed interpretive order, the CFTC stressed “the important role and unique position of exchanges and self-regulatory organizations to ensure that markets operate in a fair and equitable manner without disruptive trading practices.”[25]
The CFTC’s proposed interpretive order also made clear that merely reckless conduct would not be considered a violation, and that trades would not be considered spoofing if the trades “were submitted as part of a legitimate, good faith attempt to consummate a trade.”[26] That statement is important.

The CFTC further explained that, when deciding whether trading conduct constituted spoofing, it would “evaluate the market context, the person’s pattern of trading activity (including fill characteristics), and other relevant facts and circumstances.”[27] Significantly, the CFTC explained, citing to a case involving the securities markets, that spoofing includes “submitting or cancelling multiple bids or offers to create an appearance of false market depth.”[28]

The CFTC never issued a final interpretive order but, rather, on May 28, 2013, it issued an interpretive guidance and policy statement concerning spoofing.[29] The CFTC stated that a trader must act with some degree of intent beyond recklessness to be found to have engaged in spoofing, and reiterated that a spoofing violation would not be found when a trader canceled a bid or offer as part of a “legitimate, good-faith attempt to consummate a trade.”[30]

In order for spoofing to be a criminal violation, a defendant must have “knowingly” engaged in spoofing.[31] The CFTC policy statement reiterated that when distinguishing between legitimate trading and spoofing, the CFTC would “evaluate the market context, the person’s pattern of trading activity (including fill characteristics), and other relevant facts and circumstances.”[32] Finally, the CFTC identified four nonexclusive examples of conduct it might consider to be spoofing, each of which focuses on a trader’s intended purpose for entering and subsequently canceling an order:

(1) Submitting or canceling bids or offers to overload the quotation system of a registered entity;

(2) Submitting or canceling bids or offers to delay another person’s execution of trades;

(3) Submitting or canceling bids or offers to create an appearance of false market depth; and

(4) Submitting or canceling bids or offers with intent to create artificial price movements upwards or downwards.[33]

**Regulatory Actions Against Michael Coscia**

On July 22, 2013, the term “spoofing” splashed into the trading news when the CFTC issued a press release with this headline:

CFTC Orders Panther Energy Trading LLC and its Principal Michael J. Coscia to Pay $2.8 Million and Bans Them From Trading For One Year, for Spoofing in Numerous Commodity Futures Contracts

First Case under Dodd-Frank’s Prohibition of the Disruptive Practice of Spoofing by Bidding or Offering with Intent to Cancel before Execution[34]

The press release announced that the CFTC had filed and simultaneously settled the action against Coscia as a result of his alleged “engaging in the disruptive practice of ’spoofing’ by utilizing a computer algorithm that was designed to illegally place and quickly cancel bids and offers” in 18 different futures markets, from Aug. 8, 2011, through Oct. 18, 2011, on CME Group’s Globex trading platform.[35] CFTC’s then-enforcement director, David Meister, was quoted in the press release as saying:
While forms of algorithmic trading are of course lawful, using a computer program that is written to spoof the market is illegal and will not be tolerated. We will use the Dodd Frank anti-disruptive practices provision against schemes like this one to protect market participants and promote market integrity, particularly in the growing world of electronic trading platforms.[36]

The CFTC press release stated that the U.K. Financial Conduct Authority (formerly called the FSA) also had sanctioned Coscia for the same conduct on the ICE Futures Europe exchange, and that all four CME exchanges also had sanctioned and fined Coscia.[37] The press release concluded by reminding the public that the CFTC had issued the May 28, 2013, guidance on disruptive trading practices, and provided a link to that document.

In its own settlement order (also entered on July 22, 2013), a panel of CME’s Business Conduct Committee made nonadjudicated findings that:

Between August 15, 2011, and October 18, 2011, Michael Coscia, owner of Panther Energy Trading, LLC, conceived of, participated in, and directed the operation of an automated trading system that entered and canceled large orders that were not intended to be traded. The Panel also found that the ATS misled market participants, including other algorithmic traders, and exploited that deception for Panther’s benefit.[38]

The panel’s order stated that during the approximately two months under review, Coscia had entered more than 400,000 large orders on the CME Globex trading platform in 17 markets across CME exchanges, and that these orders were fully canceled over 98 percent of the time and, by design, were not intended to be traded.[39] In determining that Coscia’s large orders were entered without the intent to be traded, the CME Business Conduct Committee considered several factors, including the significant imbalance in the quantities entered on the opposing sides of the market, the percentage of large orders canceled, and the amount of time the orders were exposed to the market and available for execution before being canceled.[40]

The UK Financial Conduct Authority also announced its sanction against Coscia on July 22, 2013.[41] Its press release said, “Between 6 September 2011 and 18 October 2011 Coscia used an algorithmic programme of his own design to instigate an abusive trading strategy known as ‘layering.’ During this time, Coscia placed thousands of false orders for Brent Crude, Gas Oil and Western Texas Intermediate (WTI) futures from the US on the ICE Futures Europe exchange (ICE) in the UK.”[42]

The press release characterized the conduct as “deliberate market abuse” that had a “significant impact on ICE,” and FCA’s director of enforcement was quoted as saying, “Mr. Coscia was cheating the market and other participants. High-frequency trading and the use of algorithms are an important and commonplace part of the markets nowadays but in this case these techniques were deliberately designed to abuse the market, undermining its integrity.”[43]

The FCA final notice stated that Coscia, “profited substantially from his trading to the detriment of other market participants,” that his orders, “created false impressions of liquidity rather than genuine market supply and demand,” and that, “At least one significant market participant withdrew from ICE during the Relevant Period directly as a result of Mr. Coscia’s trading pattern which reduced liquidity for other market participants as well as resulting in the loss of trading opportunity.”[44]

The Criminal Charges Against Michael Coscia
On Oct. 2, 2014, the U.S. Attorney’s Office in Chicago announced the indictment in a press release highlighting the fact that it involved the first federal criminal prosecution of spoofing.[45] U.S. Attorney Zach Fardon was quoted as saying, “Traders and investors deserve a level playing field, and when the field is tilted by market manipulators, regardless of their speed or sophistication, we will prosecute criminal violations to help ensure fairness and restore market integrity .... This case reflects the reasons why, earlier this year, we established a Securities and Commodities Fraud Section, which is dedicated to protecting markets and preserving investors’ confidence.”[46]

The indictment charged Coscia with six counts of spoofing, and six counts of commodities fraud. Each spoofing count carries a maximum sentence of 10 years in prison, each count of commodities fraud carries a maximum sentence of 25 years in prison, and both offenses involve the possibility of significant criminal fines.

The indictment alleges that Coscia had been a registered floor trader for more than 23 years, and was the manager and sole owner of Panther Energy Trading LLC.[47] According to the indictment, Coscia designed computer programs called Flash Trader and Quote trader to implement a fraudulent trading strategy that the indictment sums up this way:

It was part of the scheme that, in and around August 2011, Coscia devised, implemented, and executed a high-frequency trading strategy in which he entered large-volume orders that he intended to immediately cancel before they could be filled by other traders. Coscia devised this strategy to create a false impression regarding the number of contracts available in the market, and to fraudulently induce other market participants to react to the deceptive market information that he created. Coscia’s strategy moved the market in a direction favorable to him, enabling him to purchase contracts at prices lower than, or sell contracts at prices higher than, the prices available in the market before he entered and canceled his large-lot orders. Coscia then repeated this strategy in the opposite direction to immediately obtain a profit by buying futures contracts at a lower price than he paid for them, or by selling contacts at a price higher than he paid for them.[48]

The indictment alleges that:

- Coscia designed his trading programs to place a “trade order” on one side of the market, intending that the order be filled, and that the profit from his fraudulent strategy came from the execution of the trade order;[49]

- His program then placed several layers of “quote orders” on the other side of the market from his trade orders to create the illusion of market interest;

- Those quote orders typically would be the largest orders in the market within three “ticks” (exchange-set minimum price increments) of the best bid or offer price, usually doubling or tripling the total quantity of futures contracts within the best bid or offer price;[50]
- Coscia designed his programs to cancel the quote orders within a fraction of a second automatically, without regard to market conditions, even if the market moved in a direction favorable to his quote orders, because he did not intend for the quote orders to be filled when he entered them, but instead intended to trick other traders into reacting to the false price and trading volume information he created with his fraudulent and misleading quote orders; and

- Coscia intended to and did mislead other traders, causing them to react to his quote orders, because his quote orders appeared to represent a substantial change in the market.\(^5\) It also was alleged that the trading program made a profit of approximately $1,592,867, which was the difference in price between the first and second trade orders.\(^5\) The indictment alleges that Coscia engaged in this conduct “knowingly,” which requires the government to prove that Coscia realized what he was doing and was aware of the nature of his conduct, and did not act through ignorance, mistake or accident.\(^5\)

**Michael Coscia’s Constitutional Challenge**

On Dec. 15, 2014, Coscia asked Judge Harry D. Leinenweber to dismiss the indictment\(^5\) arguing that the spoofing statute was “hopelessly and unconstitutionally vague” and that allowing the criminal charges to stand would violate Coscia’s constitutional right to due process of law.\(^5\) Coscia explained that because the spoofing statute “prohibits a wide range of trading activity without offering any reasonably ascertainable standard for separating legitimate trading from illegitimate spoofing” such that people of common intelligence would be required to guess at the meaning of the statute.\(^5\) Coscia also argued that the commodity fraud charges should be dismissed because the conduct that formed the basis of those charges was the same conduct charged in the spoofing counts of the indictment, and that Coscia’s conduct could not be called fraudulent in any event.\(^5\)

The government responded to the motion to dismiss on Feb. 17, 2015.\(^5\) The government argued that the statutory definition of the word “spoofing” is not so “vague that it fails to provide a person of ordinary intelligence, much less a sophisticated trader with over 25 years of experience, a reasonable opportunity to know what is prohibited.”\(^5\) The government contended that “There is a strong presumption that statutes passed by Congress are valid” and that “criminal laws are rarely struck down on grounds of vagueness; vagueness is recognized to be necessary to make criminal laws effective.”\(^5\)

The government argued that Coscia lacked standing to challenge the statute to the extent that he argued that otherwise legitimate trading could be swept within its reach because a vagueness claim is limited to the facts of a specific case, and it is irrelevant whether a party can offer a theory under which the statute is ambiguous as applied to a person other than the defendant.\(^5\)

The government also argued that the court should not strike down the spoofing provision as providing inadequate or unfair notice when the government would be required to prove Coscia’s “knowledge and intent” in order for him to be found guilty.\(^5\) Finally, the government argued that the commodity fraud charges should not be dismissed because they adequately charged Coscia with engaging in a scheme to defraud.\(^5\)

In Part 2 of this article, we will examine the court’s ruling on Coscia’s motion to dismiss the indictment, and discuss spoofing-type conduct in the context of practical guidance to traders about trade
cancellation, and about avoiding and defending against exchange and government investigations.
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